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In the dynamic landscape of cybersecurity and compliance, 2024 looms as a pivotal year. CISOs and cybersecurity leaders are
focused on safeguarding not just data, but the future of your business. For this intimate, virtual gathering we bring together
industry experts to delve into the upcoming compliance challenges, including the formidable PCI DSS 4.0, and explore how
proactive preparation can be a catalyst for business resilience.
Join us for an insightful journey that transcends checkboxes and audits, focusing on aligning compliance with broader business
objectives. Discover strategies to enhance organizational agility, reduce risks, and ensure that compliance not only meets
regulatory mandates but also fuels your business growth.

www.cvisionintl.com

https://www.cvisionintl.com/events/council/2023-nov-1-firemon-ciso-virtual-council/
https://www.cvisionintl.com/


IN PARTNERSHIP WITH

CHAIR

Steve Zalewski
Former CISO

Levi Strauss & Co.

PANELISTS

Tim Woods
VP of Technology

Alliance
FireMon

Jonathan Waldrop
Senior Director,
Cyber Security
Insight Global

Lawrence Wells
Director EIS

Optum

Robert Cowans
Sr Manager IT Cyber

Security Threat
Management &
Investigations

American Airlines

Tim Swope
CISO

Catholic Health
System

www.cvisionintl.com

https://www.cvisionintl.com/

	Compliance: What Can be Done Today about Tomorrow's Challenges
	CISO Council
	SPEAKERS
	COMPLIANCE: WHAT CAN BE DONE TODAY ABOUT TOMORROW'S CHALLENGES
	CHAIR
	PANELISTS
	IN PARTNERSHIP WITH



